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The remainder of Exhibit A 
– Pricing Schedule has 

been redacted. 
 

 
 
 
 

For further information regarding Exhibit A, you may: 
 
 

• Reach out to the Contractor directly via the Contractor contact 
details provided on the cover page of this contract. 
 

OR 
 

• Submit a public information request directly to PIR@capmetro.org. 
 
 
 
 

For more information regarding the Public Information Act and submitting public information requests, 
follow this link to our website: https://www.capmetro.org/legal/ 

https://www.capmetro.org/legal/
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EXHIBIT B 
 

REPRESENTATIONS AND CERTIFICATIONS 
 

(LOCALLY FUNDED SUPPLY/SERVICE/CONSTRUCTION CONTRACTS) 

 
M U S T   B E   R E T U R N E D   W I T H   T H E   O F F E R 

____________________________________________________________________________ 

 
1. TYPE OF BUSINESS 
 

(a) The of feror operates as (mark one): 
 

  An individual 

  A partnership 
  A sole proprietor 
  A corporation  

  Another entity       
 
(b) If  incorporated, under the laws of  the State of : 

 

      

 
2. PARENT COMPANY AND IDENTIFYING DATA 
 

(a) The of feror (mark one):     
 
  is 

  is not 
 
owned or controlled by a parent company.  A parent company is one that owns or controls the activities and basic 

business policies of  the of feror.  To own the of fering company means that the parent company must own more than 
f if ty percent (50%) of  the voting rights in that company. 
 

(b) A company may control an of feror as a parent even though not meeting the requirements for such ownership  
if  the company is able to formulate, determine, or veto basic policy decisions of  the of feror through the use of  dominant 
minority voting rights, use of  proxy voting, or otherwise.  

 
(c) If  not owned or controlled by a parent company, the of feror shall insert its own EIN (Employer’s Identif ication 
Number) below: 

 
 
 

(d) If  the of feror is owned or controlled by a parent company, it shall enter the name, main of f ice and EIN number 
of  the parent company, below: 
 

 
  

      

Delaware
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3. CERTIFICATION OF INDEPENDENT PRICE DETERMINATION 
 

(a) The of feror (and all joint venture members, if  the of fer is submitted by a joint venture) certif ies that in connection 
with this solicitation: 
 

(1) the prices of fered have been arrived at independently, without consultation, communication, or agree-
ment for the purpose of  restricting competition, with any other of feror or with any other competitor;  
 

(2) unless otherwise required by law, the prices of fered have not been knowingly disclosed by the of feror 
and will not knowingly be disclosed by the of feror prior to opening of  bids in the case of  an invitation for bids, or prior 
to contract award in the case of  a request for proposals, directly or indirectly to any other of feror or to any competitor; 

and  
 

(3) no attempt has been made or will be made by the of feror to induce any other person or f irm to submit or 

not to submit an of fer for the purpose of  restricting competition.  
 

(b) Each signature on the of fer is considered to be a certif ication by the signatory that the signatory : 

 
(1) is the person in the of feror’s organization responsible for determining the prices being of fered in this bid 

or proposal, and that the signatory has not participated and will not participate in any action contrary to paragraphs 

(a)(1) through (a)(3) of  this provision; or 
 

(i) has been authorized, in writing, to act as agent for the following principals in certifying that those 

principals have not participated, and will not participate in any action contrary to paragraphs (a)(1) through (a)(3) of  
this provision _     _ [insert full name of  person(s) in the of feror’s organization responsible for determining the 
prices of fered in this bid or proposal, and the title of  his or her position in the of feror’s organization];  

 
(ii) as an authorized agent, does certify that the principals named in subdivision (b)(1)(i) of  this pro-

vision have not participated, and will not participate, in any action contrary to paragraphs (a)(1) through (a)(3) of  

this provision; and 
 

(iii) as an agent, has not personally participated, and will not participate, in any action contrary to 

paragraphs (a)(1) through (a)(3) of  this provision. 
 

(c) If  the of feror deletes or modif ies paragraph (a)(2) of  this provision, the of feror must furnish with its of fer a signed 

statement setting forth in detail the circumstances of  the disclosure.  
 
4. DEBARMENT, SUSPENSION, INELIGIBILITY AND VOLUNTARY EXCLUSION 

 
(a) In accordance with the provisions of  2 C.F.R. (Code of  Federal Regulations), part 180, the of feror certif ies to 
the best of  the of feror’s knowledge and belief , that it and its principals:  

 
(1) are not presently debarred, suspended, proposed for debarment, declared ineligible, or voluntarily ex-

cluded f rom covered transactions by any Federal department or agency;  

 
(2) have not within a three (3) year period preceding this of fer been convicted of  or had a civil  judgment 

rendered against them for the commission of  f raud or a criminal of fense in connection with obtaining, attempting to 

obtain, or performing a public (Federal, State, or local) transaction or contract under a public transaction; violation of  
Federal or State antitrust statutes, or commission of  embezzlement, thef t, forgery, bribery, falsification or destruction 
of  records, making false statements, or receiving stolen property;  

 
(3) are not presently indicted for or otherwise criminally or civilly charged by a governmental entity (Federal, 

State, or local) with commission of  any of  the of fenses enumerated in (a)(2) above; and  

 
(4) have not within a three (3) year period preceding this of fer had one or more public transactions (Federal, 

State, or local) terminated for cause or default.  

Celso Zuccollo (COO)



CAPITAL METROPOLITAN TRANSPORTATION AUTHORITY 

____________________________________________________________________________ 
 

__________________________________________________________________________________________________________________ 
 

RFP 805345 (12/8/2023) Page 3 of 13 Exhibit B 

 

 

(b) Where the of feror is unable to certify to any of  the statements above, the of feror shall attach a full explanation 
to this of fer. 

 
(c) For any subcontract at any tier expected to equal or exceed $25,000:  
 

(1) In accordance with the provisions of 2 C.F.R. part 180, the prospective lower tier subcontractor certif ies, 
by submission of  this of fer, that neither it nor its principals are presently debarred, suspended, proposed for debar-
ment, declared ineligible, or voluntarily excluded f rom participation in this transaction by any Federal department or 

agency. 
 

(2) Where the prospective lower tier participant is unable to certify to  the statement, above, an explanation 

shall be attached to the of fer. 
 

(3) This certif ication (specif ied in paragraphs (c)(1) and (c)(2), above) shall be included in all applicable 

subcontracts and a copy kept on f ile by the prime contractor.  The prime contractor shall be required to furnish copies 
of  the certif ications to the Authority upon request. 

 

5. COMMUNICATIONS 
 
(a) All oral and written communications with the Authority regarding this solicitation shall be exclusively with, or on 

the subjects and with the persons approved by, the persons identif ied in this solicitation.  Discussions with any other 
person not specif ied could result in disclosure of  proprietary or other competitive sensitive information or otherwise 
create the appearance of  impropriety or unfair competition and thereby compromise the integrity of  the Authority’s 

procurement system.  If  competition cannot be resolved through normal communication channels, the Authority’s 
protest procedures shall be used for actual or prospective competitors claiming any impropriety in connection with 
this solicitation. 

 
(b) By submission of  this offer, the offeror certif ies that it has not, and will not prior to contract award, communicate 
orally or in writing with any Authority employee or other representative of  the Authority (including Board Members, 

Capital Metro contractors or consultants), except as described below: 
 
 

 

 (Attach continuation form, if  necessary.) 

 
6. CONTINGENT FEE 
 

(a) Except for full-time, bona f ide employees working solely for the offeror, the offeror represents as part of  its offer 
that it (mark one):     
 

  has  
  has not 
 

employed or retained any company or persons to solicit or obtain this contract, and (mark one):  
 
  has 

  has not 
 
paid or agreed to pay any person or company employed or retained to solicit or obtain this contract any commission, 

percentage, brokerage, or other fee contingent upon or resulting f rom the award of  this contract.  
 

Individual’s Name Date/Subject of  Communication 

            

            

            

No communication has been had
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(b) The of feror agrees to provide information relating to (a) above, when any item is answered af f irmatively.   
 

7. CODE OF ETHICS 
 
(a) Statement of  Purpose 

 
The brand and reputation of  Capital Metro is determined in large part by the actions or ethics of  representatives of  
the agency. Capital Metro is committed to a strong ethical culture and to ethical behavior by all individuals serving 

Capital Metro as employees, members of  the Board of  Directors or volunteers. Individuals serving Capital Metro will 
conduct business with honesty and integrity. We will make decisions and take actions that are in the best interest of  
the people we serve and that are consistent with our mission, vision and this policy. The Code of  Ethics (the “Code”) 

documents Capital Metro’s Standards of  Ethical Conduct and policies for Ethical Business Transactions. Compliance 
with the Code will help protect Capital Metro’s reputation for honesty and integrity. The Code attempts to provide 
clear principles for Capital Metro’s expectations for behavior in conducting Capital Metro business. We have a duty 

to read, understand and comply with the letter and spirit of  the Code and Capital Metro policies. You are encouraged 
to inquire if  any aspect of  the Code needs clarif ication. 
 

(b) Applicability 
 
The Code applies to Capital Metro employees, contractors, potential contractors, Board Members and citizen advi-

sory committee members. Violation of  the Code of  Ethics may result in discipline up to and including termination or 
removal f rom the Board of  Directors.  
 

(c) Standards of  Ethical Conduct 
 
The public must have conf idence in our integrity as a public agency and we will act at all times to preserve the trust 

of  the community and protect Capital Metro’s reputation. To demonstrate our integrity and commitment to ethical 
conduct we will: 
 

(1) Continuously exhibit a desire to serve the public and display a helpful, respectful manner.  
 
(2) Exhibit and embody a culture of  safety in our operations.  

 
(3) Understand, respect and obey all applicable laws, regulations and Capital Metro policies and procedures 

both in letter and spirit. 

 
(4) Exercise sound judgment to determine when to seek advice f rom legal counsel, the Ethics Of f icer or 

others. 

 
(5) Treat each other with honesty, dignity and respect and will not discriminate in our actions toward others. 
 

(6) Continuously strive for improvement in our work and be accountable for our actions.  
 
(7) Transact Capital Metro business ef fectively and ef f iciently and act in good faith to protect the Authority’s 

assets f rom waste, abuse, thef t or damage. 
 
(8) Be good stewards of  Capital Metro’s reputation and will not make any representation in public or private, 

orally or in writing, that states, or appears to state, an of f icial position of  Capital Metro unless authorized to do so.  
 
(9) Report all material facts known when reporting on work projects, which if  not revealed, could either con-

ceal unlawful or improper practices or prevent informed decisions f rom being made.  
 
(10) Be fair, impartial and ethical in our business dealings and will not use our authority to unfairly or illegally 

inf luence the decisions of  other employees or Board members.  
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(11) Ensure that our personal or business activities, relationships and other interests do not conf lict or appear 
to conf lict with the interests of  Capital Metro and disclose any potential conf licts.  

 
(12) Encourage ethical behavior and report all known unethical or wrongful conduct to the Capital Metro Eth-

ics Of f icer or the Board Ethics Of f icer. 

 
(d) Roles and Responsibilities  
 

It is everyone’s responsibility to understand and comply with the Code of  Ethics and the law. Lack of  knowledge or 
understanding of  the Code will not be considered. If  you have a question about the Code of  Ethics, ask.  
 

It is the responsibility of  Capital Metro management to model appropriate conduct at all times and promote an ethical 
culture. Seek guidance if  you are uncertain what to do. 
 

It is Capital Metro’s responsibility to provide a system of reporting and access to guidance when an employee wishes 
to report a suspected violation and to seek counseling, and the normal chain of  command cannot, for whatever 
reason, be utilized. If  you need to report something or seek guidance outside the normal chain of  command, Capital 

Metro provides the following resources: 
   

(1) Anonymous Fraud Hotline – Internal Audit 

 
(2) Anonymous Online Ethics Reporting System 
 

(3) Contact the Capital Metro Ethics Of f icer, Vice-President of  Internal Audit, the EEO Off icer or Director of  
Human Resources 

 

(4) Safety Hotline 
 
The Capital Metro Ethics Of f icer is the Chief  Counsel. The Ethics Of f icer is responsible for the interpretation and 

implementation of  the Code and any questions about the interpretation of  the Code should be directed to the Ethics 
Of f icer. 
 

(e) Ethical Business Transactions 
 
Section 1. Impartiality and Off icial Position 

 
(1) A Substantial Interest is def ined by Tex. Loc. Govt. Code, § 171.002. An of f icial or a person related to 

the of f icial in the f irst degree by consanguinity or af f inity has a Substantial Interest in:  

 
(i) A business entity if  the person owns ten percent (10%) or more of  the voting stock or shares 

of  the business entity or owns either 10% or more or $15,000 or more of  the fair market value of  the business entity 

OR funds received by the person f rom the business entity exceed 10% of  the person’s  gross income for the previous 
year; or 

 

(ii) Real property if  the interest is an equitable or legal ownership with a fair market value of  
$2,500 or more. 
 

Capital Metro will not enter into a contract with a business in which a Board Member or employee or a Family Member 
of  a Board Member or employee as def ined in Section 8 has a Substantial Interest except in case of  emergency as 
def ined in the Acquisition Policy PRC-100 or the business is the only available source for essential goods and ser-

vices or property.  
 

(2) No Board Member or employee shall: 

 
(i) Act as a surety for a business that has work, business or a contract with Capital Metro or 

act as a surety on any of f icial bond required of  an of f icer of  Capital Metro.  
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(ii) Represent for compensation, advise or appear on behalf  of  any person or f irm concerning 
any contract or transaction or in any proceeding involving Capital Metro’s interests.  

 
(iii) Use his or her of f icial position or employment, or Capital Metro’s facilities, equipment or 

supplies to obtain or attempt to obtain private gain or advantage.  

 
(iv) Use his or her of ficial position or employment to unfairly inf luence other Board members or 

employees to perform illegal, immoral, or discreditable acts or do anything that would violate Capital Metro policies.  

 
(v) Use Capital Metro’s resources, including employees, facilities, equipment, and supplies in 

political campaign activities. 

 
(vi) Participate in a contract for a contractor or f irst-tier subcontractor with Capital Metro for a 

period of  one (1) year af ter leaving employment on any contract with Capital Metro.  

 
(vii) Participate for a period of  two (2) years in a contract for a contractor or f irst-tier subcontractor 

with Capital Metro if  the Board Member or employee participated in the recommendation, bid, proposal or solicitation 

of  the Capital Metro contract or procurement. 
  
Section 2. Employment and Representation 

 
A Board Member or employee must disclose to his or her supervisor, appropriate Capital Metro staf f  or the Board 
Chair any discussions of future employment with any business which has, or the Board Member or employee should 

reasonably foresee is likely to have, any interest in a transaction upon which the Board Member or employee may or 
must act or make a recommendation subsequent to such discussion. The Board Member or employee shall take no 
further action on matters regarding the potential future employer.  

 
A Board Member or employee shall not solicit or accept other employment to be performed or compensation to be 
received while still a Board Member or employee, if  the employment or compensation could reasonably be expected 

to impair independence in judgment or performance of  their duties. 
 
A Board Member or employee with authority to appoint or hire employees shall not exercise such authority in favor 

of  an individual who is related within the f irst degree, within the second degree by af f inity or within the third degree 
by consanguinity as def ined by the Capital Metro Nepotism Policy in accordance with Tex. Govt. Code, Ch. 573.  
 

Section 3. Gif ts 
 
It is critical to keep an arms-length relationship with the entities and vendors Capital Metro does business with in 

order to prevent the appearance of  impropriety, undue inf luence or favoritism.  
 
No Board Member or employee shall: 

 
(1) Solicit, accept or agree to accept any benef it or item of  monetary value as consideration for the Board 

Member’s or employee’s decision, vote, opinion, recommendation or other exercise of  discretion as a public servant. 

[Tex. Penal Code §36.02(c)] 
 
(2) Solicit, accept or agree to accept any benef it or item of  monetary value as consideration for a violation 

of  any law or duty. [Tex. Penal Code §36.02(a)(1)] 
 
(3) Solicit, accept or agree to accept any benef it or item of  monetary value f rom a person the Board Member 

or employee knows is interested in or likely to become interested in any Capital Metro contract or transaction if  the 
benef it or item of  monetary value could reasonably be inferred as intended to inf luence the Board Member or em-
ployee. [Tex. Penal Code §36.08(d)] 
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(4) Receive or accept any gif t, favor or item of  monetary value f rom a contractor or potential contractor of  
Capital Metro or f rom any individual or entity that could reasonably be inferred as intended to inf luence the Board 

Member or employee. 
  
Exception: Consistent with state law governing public servants, a gif t does not include a benef it or item of  monetary 

value with a value of  less than $50, excluding cash or negotiable instruments, unless it can reasonably be inferred 
that the item was intended to inf luence the Board Member or employee. A department may adopt more restrictive 
provisions if  there is a demonstrated and documented business need. [Tex. Penal Code § 36.10(a)(6)]  

 
Exception: A gif t or other benef it conferred, independent of  the Board Member’s or employee’s relationship with 
Capital Metro, that is not given or received with the intent to inf luence the Board Member or employee in the perfor-

mance of  his or her of f icial duties is not a violation of  this policy. The Capital Metro Ethics Of f icer or Board Ethics 
Of f icer must be consulted for a determination as to whether a potential gif t falls within this exception.  
 

Exception: Food, lodging, or transportation that is provided as consideration for legitimate services rendered by the 
Board Member or employee related to his or her of f icial duties is not a violation of  this policy.  
 

If  you are uncertain about a gif t, seek guidance f rom the Ethics Of f icer.  
 
Section 4. Business Meals and Functions 

 
Board Members and employees may accept invitations for f ree, reasonable meals in the course of  conducting Capital 
Metro’s business or while attending a seminar or conference in connection with Capital Metro business as long as 

there is not an active or impending solicitation in which the inviting contractor or party may participate and attendance 
at the event or meal does not create an appearance that the invitation was intended to inf luence the Board Member 
or employee.  

 
When attending such events, it is important to remember that you are representing Capital Metro and if  you chose to 
drink alcohol, you must do so responsibly. Drinking irresponsibly may lead to poor judgment and actions that may 

violate the Code or other Capital Metro policies and may damage the reputation of  Capital Metro in the community 
and the industry.  
 

Section 5. Conf idential Information 
 
It is everyone’s responsibility to safeguard Capital Metro’s nonpublic and conf idential information.  

 
No Board Member or employee shall: 
 

(1) Disclose, use or allow others to use nonpublic or conf idential information that Capital Metro has not made 
public unless it is necessary and part of  their job duties and then only pursuant to a nondisclosure agreement ap-
proved by legal counsel or with consultation and permission of  legal counsel.  

 
(2) Communicate details of  any active Capital Metro procurement or solicitation or other contract opportunity 

to any contractor, potential contractor or individual not authorized to receive information regarding the active procure-

ment or contract opportunity. 
 
Section 6. Financial Accountability and Record Keeping  

 
Capital Metro’s f inancial records and reports should be accurate, timely, and in accordance with applicable laws and 
accounting rules and principles. Our records must ref lect all components of  a transaction in an honest and forthright 

manner. These records ref lect the results of  Capital Metro’s operations and our stewardship of  public funds.  
 
A Board Member or employee shall: 

 
(1) Not falsify a document or distort the true nature of  a transaction.  
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(2) Properly disclose risks and potential liabilities to appropriate Capital Metro staf f .  
 

(3) Cooperate with audits of  f inancial records. 
 
(4) Ensure that all transactions are supported by accurate documentation.  

 
(5) Ensure that all reports made to government authorities are full, fair, accurate and timely. 
 

(6) Ensure all accruals and estimates are based on documentation and good faith judgment.  
 
Section 7. Conf lict of  Interest 

 
Employees and Board Members are expected to deal at arms-length in any transaction on behalf  of  Capital Metro 
and avoid and disclose actual conf licts of  interest under the law and the Code and any circumstance which could 

impart the appearance of  a conf lict of interest. A conf lict of interest exists when a Board Member or employee is in a 
position in which any of f icial act or action taken by them is, may be, or appears to be inf luenced by considerations of  
personal gain rather than the general public trust.  

 
Conf lict of  Interest [Tex. Loc. Govt. Code, Ch. 171 & 176, § 2252.908]  
 

No Board Member or employee shall participate in a matter involving a business, contract or real property transaction 
in which the Board Member or employee has a Substantial Interest if  it is reasonably foreseeable that an action on 
the matter would confer a special economic benef it on the business, contract or real property that is distinguishable 

f rom its ef fect on the public. [Tex. Loc. Govt. Code, § 171.004]  
 
Disclosure 

 
A Board Member or employee must disclose a Substantial Interest in a business, contract, or real property that would 
confer a benef it by their vote or decision. The Board Member or employee may not participate in the consideration of  

the matter subject to the vote or decision. Prior to the vote or decision, a Board Member shall f ile an af f idavit citing 
the nature and extent of  his or her interest with the Board Vice Chair or Ethics Of f icer.  [Tex. Loc. Govt. Code, § 
171.004] 

 
A Board Member or employee may choose not to participate in a vote or decision based on an appearance of  a 
conf lict of  interest and may f ile an af f idavit documenting their recusal. 

 
Section 8. Disclosure of  Certain Relationships [Tex. Loc. Govt. Code, Ch. 176]  
 

Def initions 
 

(1) A Local Government Of f icer is def ined by Tex. Loc. Govt. Code § 176.001(4). A Local Government Of-

f icer is: 
(i) A member of  the Board of  Directors; 
 

(ii) The President/CEO; or 
 

(iii) A third party agent of  Capital Metro, including an employee, who exercises discretion in the 

planning, recommending, selecting or contracting of  a vendor.  
 

(2) A Family Member is a person related within the f irst degree by consanguinity or the second degree by 

af f inity as def ined by Tex. Govt. Code, Ch. 573. 
 

(3) A Family Relationship is a relationship between a person and another person within the third degree by 

consanguinity or the second degree by af f inity as def ined by Tex. Govt. Code, Ch. 573.  
 

(4) A Local Government Of f icer must f ile a Conf licts Disclosure Statement (FORM CIS) if :  
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(i) The person or certain Family Members received at least $2,500 in taxable income (other 
than investment income) f rom a vendor or potential vendor in the last twelve (12) months through an employment or 

other business relationship; 
 
(ii) The person or certain Family Members received gif ts f rom a vendor or potential vendor with 

an aggregate value greater than $100 in the last 12 months; or 
 

(iii) The vendor (or an employee of  the vendor) has a Family Relationship with the Local Gov-

ernment Of f icer. 
 

(5) A vendor doing business with Capital Metro or seeking to do business with Capital Metro is required to 

f ile a completed questionnaire (FORM CIQ) disclosing the vendor’s af f iliations or business relationship 
with any Board Member or local government of f icer or his or her Family Member. 

  

Section 9. Duty to Report and Prohibition on Retaliation 
 
Board Members and employees have a duty to promptly report any violation or possible violation of  this Code of  

Ethics, as well as any actual or potential violation of  laws, regulations, or policies and procedures to the hotline, the 
Capital Metro Ethics Of f icer or the Board Ethics Of f icer. 
 

Any employee who reports a violation will be treated with dignity and respect and will not be subjected to any form of  
retaliation for reporting truthfully and in good faith. Any retaliation is a violation of  the Code of  Ethics and may also be 
a violation of  the law, and as such, could subject both the individual of fender and Capital Metro to legal liability.  

 
Section 10. Penalties for Violation of  the Code of  Ethics 
 

In addition to turning over evidence of  misconduct to the proper law enforcement agency when  
appropriate, the following penalties may be enforced: 
 

(1) If  a Board Member does not comply with the requirements of  this policy, the Board member may be 
subject to censure or removal f rom the Board in accordance with Section 451.511 of  the Texas Transportation Code.  

 

(2) If  an employee does not comply with the requirements of  this policy, the employee shall be subject to 
appropriate disciplinary action up to and including termination.  

 

(3) Any individual or business entity contracting or attempting to contract with Capital Metro which of fers, 
confers or agrees to confer any benef it as consideration for a Board Member’s or employee’s decision, opinion, 
recommendation, vote or other exercise o f  discretion as a public servant in exchange for the Board Member’s or 

employee’s having exercised his of f icial powers or performed his of f icial duties, or which attempts to communicate 
with a Board  Member or Capital Metro employee regarding details of  a procurement or other contract opportunity in 
violation of  Section 5, or which participates in the violation of  any provision of this Policy may have its existing Capital 

Metro contracts terminated and may be excluded f rom future business with Capital Metro  for a period of  time as 
determined appropriate by the President/CEO. 

 

(4) Any individual who makes a false statement in a complaint or during an investigation of  a complaint with 
regard to a matter that is a subject of  this policy is in violation of  this Code of  Ethics and is subject to its penalties. In 
addition, Capital Metro may pursue any and all available legal and equitable remedies against the person making the 

false statement or complaint. 
 
Section 11. Miscellaneous Provisions 

 
(1) This Policy shall be construed liberally to ef fectuate its purposes and policies and to supplement such 

existing laws as they may relate to the conduct of  Board Members and employees.  

 
(2) Within sixty (60) days of  the ef fective date for the adoption of  this Code each Board Member and em-

ployee of  Capital Metro will receive a copy of  the Code and sign a statement acknowledging that they have read, 
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understand and will comply with Capital Metro’s Code of  Ethics. New Board Members and employees will receive a 
copy of  the Code and are required to sign this statement when they begin of f ice or at the time of  initial employment.  

 
(3) Board Members and employees shall participate in regular training related to ethical conduct, this Code 

of  Ethics and related laws and policies. 

 
8. RESERVED 

 

9. TEXAS ETHICS COMMISSION CERTIFICATION 

 
In accordance with Section 2252.908, Texas Government Code, upon request of  the Authority, the selected contrac-
tor may be required to electronically submit a “Certif icate of  Interested Parties” with the Texas Ethics Commission in 

the form required by the Texas Ethics Commission, and furnish the Authority with the original signed and notarized  
document prior to the time the Authority signs the contract. The form can be found at www.ethics.state.tx.us. Ques-
tions regarding the form should be directed to the Texas Ethics Commission.  

 
10.  TEXAS LABOR CODE CERTIFICATION (CONSTRUCTION ONLY) 
 

Contractor certif ies that Contractor will provide workers’ compensation insurance co verage on every employee of  the 
Contractor employed on the Project.  Contractor shall require that each Subcontractor employed on the Project pro-
vide workers’ compensation insurance coverage on every employee of  the Subcontractor employed on the Project 

and certify coverage to Contractor as required by Section 406.96 of  the Texas Labor Code, and submit the Subcon-
tractor's certif icate to the Authority prior to the time the Subcontractor performs any work on the Project.  

 

11.  CERTIFICATION REGARDING ISRAEL 
 

As applicable and in accordance with Section 2271.002 of  the Texas Government Code, the Contractor certif ies that 

it does not boycott Israel and will not boycott Israel during the term of  this Contract.  
 

12.  CERTIFICATION REGARDING FOREIGN TERRORIST ORGANIZATIONS  

Contractor certif ies and warrants that it is not engaged in business with Iran, Sudan, or a foreign terrorist organiza-
tion, as prohibited by Section 2252.152 of  the Texas Government Code.  

 

13.  VERIFICATION REGARDING FIREARM ENTITIES AND FIREARM TRADE ASSOCIATIONS 

As applicable and in accordance with Section 2274.002 of  the Texas Government Code, Contractor verif ies that it 
does not have a practice, policy, guidance, or directive that discriminates against a f irearm entity or f irearm trade 
association and will not discriminate during the term of  the Contract against a f irearm entity or f irearm trade associ-

ation. 

 
14.  BOYCOTT OF ENERGY COMPANIES PROHIBITED 

 

Pursuant to Chapter 2274 of  Texas Government Code, Contractor verif ies that:  
 

(a) it does not, and will not for the duration of  the Contract, boycott energy companies, as def ined in Section 

2274.002 of  the Texas Government Code, or  
 

(b) the verif ication required by Section 2274.002 of  the Texas Government Code does not apply to Contractor and 

this Contract. If  circumstances relevant to this provision change during the course of  the Contract, Contractor shall 
promptly notify the Authority. 
 

 
 
 

http://www.ethics.state.tx.us/
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15.  CRITICAL INFRASTRUCTURE PROHIBITION 
 

Pursuant to Chapter 2274 of  Texas Government Code, Contractor certif ies that, if  this Contract or any contract be-
tween Contractor and Capital Metro relates to critical inf rastructure, as def ined in Chapter 2274 of  the Texas Gov-
ernment Code, Contractor is not owned by or the majority of  stock or other ownership interest of  its f irm is not held 

or controlled by:  
 
(a) individuals who are citizens of  China, Iran, North Korea, Russia, or a Governor-designated country; or  

 
(b) a company or other entity, including a governmental entity, that is owned or controlled by citizens of  or is directly 
controlled by the government of  China, Iran, North Korea, Russia, or a Governor-designated country; or  

 
(c) headquartered in China, Iran, North Korea, Russia, or a Governor-designated country. 
 

16.  CERTIFICATION OF PRIME CONTRACTOR PARTICIPATION  

(a) The Prime Contractor certif ies that it shall perform no less than thirty percent (30%) of  the work with his own 
organization. The on-site production of  materials produced by other than the Prime Contractor’s forces shall be 

considered as being subcontracted.  

(b) The organization of  the specif ications into divisions, sections, articles, and the arrangement and titles of  the 
project drawings shall not control the Prime Contractor in dividing the work among subcontractors or in establishing 

the extent of  the work to be performed by any trade. 

(c) The of feror further certif ies that no more than seventy percent (70%) of  the work will be done by subcontrac-

tors. 

17.  REPRESENTATION REGARDING CERTAIN TELECOMMUNICATIONS AND VIDEO SURVEILLANCE 

SERVICES OR EQUIPMENT  

(a) Prohibition. This Contract is subject to the Public Law 115-232, Section 889, and 2 Code of  Federal Regulations 
(CFR) Part 200, including §200.216 and §200.471 related to the prohibition of  certain “covered telecommunications 

equipment and services”, which includes: 

(1)  Telecommunications equipment produced by Huawei Technologies Company or ZTE Corporation (or 

any subsidiary or af f iliate of  such entities)  

(2)  For the purpose of  public safety, security of  government facilities, physical security surveillance of  critical 

inf rastructure, and other national security purposes, video surveillance and telecommunications equipment produced 
by Hytera Communications Corporation, Hangzhou Hikvision Digital Technology Company, or Dahua Technology 

Company (or any subsidiary or af f iliate of  such entities).  

(3)  Telecommunications or video surveillance services provided by such entities or using such equipment.  

(4)  Telecommunications or video surveillance equipment or services produced or provided by an entity that 
the Secretary of  Defense, in consultation with the Director of  National Intelligence or the Director of  the Federal 

Bureau of  Investigation, reasonably believes to be an entity owned or controlled by, or otherwise connected to, the 

government of  a covered foreign country.  

(b) Procedures. The Offeror shall review the list of  excluded parties in the System for Award Management (SAM) 
(https://www.sam.gov) for entities excluded f rom receiving federal awards for "covered telecommunications equip-

ment or services". 

(c) Representation. The Offeror represents that— 

(1) It  

https://www.sam.gov/
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  will 

  will not 
 

provide covered telecommunications equipment or services to the Authority in the performance of  any contract, sub-

contract or other contractual instrument resulting f rom this solicitation. The Offeror shall provide the additional disclo-
sure information required at paragraph (d)(1) of  this section if  the Offeror responds "will" in paragraph (c)(1) of  this 
section; and 

 

(2) Af ter conducting a reasonable inquiry, for purposes of  this representation, the Offeror represents that — 

 
  does 

  does not 
 

use covered telecommunications equipment or services, or use any equipment, system, or service that uses covered 

telecommunications equipment or services. The Offeror shall provide the additional disclosure information required  
at paragraph (d)(2) of  this section if  the Offeror responds "does" in paragraph (c)(2) of  this section. 

 

(d) Disclosures.  
 

(1) Disclosure for the representation in paragraph (c)(1) of  this provision. If  the Offeror has responded "will" 

in the representation in paragraph (c)(1) of  this provision, the Offeror shall provide the following information as part 
of  the of fer: 

 

(i) For covered equipment— 
 

(A) The entity that produced the covered telecommunications equipment (include entity name, 

unique entity identif ier, CAGE code, and whether the entity was the original equipment manufacturer (OEM) or a 
distributor, if  known); 

 

(B) A description of  all covered telecommunications equipment of fered (include brand; model 
number, such as OEM number, manufacturer part number, or wholesaler number; and item description, as applica-
ble); and 

 
(C) Explanation of  the proposed use of  covered telecommunications equipment and any factors 

relevant to determining if  such use would be permissible under the prohibition in paragraph (a)(1) of  this provision. 

 
(ii) For covered services— 
 

(A) If  the service is related to item maintenance: A description of  all covered telecommunications 
services of fered (include on the item being maintained: Brand; model number, such as OEM number, manufacturer 
part number, or wholesaler number; and item description, as applicable); or 

 
(B) If  not associated with maintenance, the Product Service Code (PSC) of  the service being 

provided; and explanation of  the proposed use of  covered telecommunications services and any factors relevant to 

determining if  such use would be permissible under the prohibition in paragraph (a)(1) of  this provision. 
 

(2) Disclosure for the representation in paragraph (c)(2) of  this provision. If  the Offeror has responded "does" 

in the representation in paragraph (c)(2) of  this provision, the Offeror shall provide the following information as part 
of  the of fer: 

 

(i) For covered equipment— 
 

(A) The entity that produced the covered telecommunications equipment (include entity name, 

unique entity identif ier, CAGE code, and whether the entity was the OEM or a distributor, if  known);  
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(B) A description of  all covered telecommunications equipment of fered (include brand; model 
number, such as OEM number, manufacturer part number, or wholesaler number; and item description, as applica-

ble); and 
 
(C) Explanation of  the proposed use of  covered telecommunications equipment and any factors 

relevant to determining if  such use would be permissible under the prohibition in paragraph (a)(2) of  this provision. 
 

(ii) For covered services— 

 
(A) If  the service is related to item maintenance: A description of  all covered telecommunications 

services of fered (include on the item being maintained: Brand; model number, such as OEM number, manufacturer 

part number, or wholesaler number; and item description, as applicable); or 

(B) If  not associated with maintenance, the PSC of  the service being provided; and explanation 
of  the proposed use of  covered telecommunications services and any factors relevant to determining if  such use 

would be permissible under the prohibition in paragraph (a)(2) of  this provision. 

 
18.  SIGNATURE BLOCK FOR ALL REPRESENTATIONS AND CERTIFICATIONS  

 
(a) These representations and certif ications concern a material representation of  fact upon which reliance will be 
placed in awarding a contract.  If  it is later determined that the of feror knowingly rendered an erroneous or false 

certif ication, in addition to all other remedies the Authority may have, the Authority may terminate the contract for 
default and/or recommend that the of feror be debarred or suspended f rom doing business with the Authority in the 
future. 

 
(b) The of feror shall provide immediate written notice to the Authority if , at any time prior to contract award, the 
of feror learns that the of feror’s certif ication was, or a subsequent communication makes, the certif ication erroneous.  

 
(c) Of ferors must set forth full, accurate and complete information as required by this solicitation (including this 
attachment).  Failure of  an of feror to do so may render the of fer nonresponsive.  

 
(d) A false statement in any of fer submitted to the Authority may be a criminal of fense in violation of  Section 37.10 
of  the Texas Penal Code. 

 
(e) I understand that a false statement on this certif ication may be grounds for rejection of  this submittal or termi-
nation of  the awarded contract. 

 
Name of  Of feror: 

      

 
Type/Print Name of  Signatory: 

      

 
Signature: 

 

 
Date: 

      

 
 

Waymap Corp

Celso Zuccollo (COO)

18 July 2024
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EXHIBIT F 
SCOPE OF WORK 

ACCESSIBLE WAYFINDING TECHNOLOGY 

 

1. BACKGROUND 

 

The Capital Metropolitan Transportation Authority (CapMetro) is committed to delivering public transportation services 
that are accessible for all people, including people with disabilities. One area where CapMetro is seeking to improve 
accessibility, particularly those who are blind or have low vision (B/LV), is wayfinding—the process by which customers 
navigate throughout the transit ecosystem. CapMetro’s current Strategic Plan includes the development and 
deployment of an effective and accessible wayfinding solution, and the agency is planning a project called the  
Accessible Wayfinding Technology Project (AWTP).  
 
CapMetro’s AWTP will include the deployment of an accessible wayfinding solutions along fixed routes 1, 300, and 
MetroRapid 801, encompassing 82 bus stops and the Crestview MetroRail Station. The goal of the AWTP is to evaluate 
the effectiveness of the deployed solutions to find the “best fit” in advance of a systemwide implementation.  
 
CapMetro would like to test the usability and adoption of a Wayfinding Technology application that provides wayfinding 
services that provide real-time information to help B/LV users navigate bus stop and transit center environments. 
CapMetro is also interested in testing the option to provide contextualized wayfinding and other useful information. 
Spanish and other language translation is preferred but is not a requirement of this Scope of Work. 
 

2. GENERAL SCOPE 
 

CapMetro seeks a mobile application solution to provide wayfinding and navigation assistance technology to help blind 
and low-vision (B/LV) customers navigate to transit stops. Such navigation and wayfinding solutions may include 
general navigation, turn by turn assistance and assistance in solving the ‘last few yards’ to a transit stop or rail station.  

 
The AWTP has identified 82 bus stops and the Crestview Rail Station along two major corridors to serve as the zone 
for a six-month period.  

 
Wayfinding and navigation assistance technology should be able to integrate location services with CapMetro real-time 
departure information.  

 
Wayfinding and navigation assistance in English is required. There is a preference for additional language support 
including Spanish, Mandarin and Vietnamese but is not a requirement for this Scope of Work. 
 

3. ACCESSIBLE WAYFINDING TECHNOLOGY (AWT) SPECIFICATIONS  

 
A description of the AWT is as follows:  This technology will be installed by the client on the client’s phone and is a 
stand-alone application provided by the vendor. 
 

Technology Type: Audio Instruction – “Last few yards” (LOT 1) 
 
(a) Uses downloaded maps along with phone sensors that provide dead-reckoning to measure movements 
from the client’s initial location, direction, and elevation into audio instructions to help blind and low-vision (B/LV) 
customers solve the ‘last few yards’ transit challenge. 
 
(b) Provides audio instruction augmented to assist persons with blindness or low vision and to help a range 
of individuals with disabilities solve transit-related challenges, such as planning and navigating a transit route 
that would result in a positive experience. 
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CapMetro seeks a mobile application solution to provide wayfinding and navigation assistance technology to help blind 
and low-vision (B/LV) customers navigate to transit stops. Such navigation and wayfinding solutions may include 
general navigation, turn by turn assistance and assistance in solving the ‘last few yards’ to a transit stop or rail station.  

 
The AWTP has identified 82 bus stops and the Crestview Rail Station along two major corridors to serve as the zone 
for a six-month period.  

 
Wayfinding and navigation assistance technology should be able to integrate location services with CapMetro real-time 
departure information.  

 
Wayfinding and navigation assistance in English is required. There is a preference for additional language support 
including Spanish, Mandarin and Vietnamese but is not a requirement for this Scope of Work. 
 

3. ACCESSIBLE WAYFINDING TECHNOLOGY (AWT) SPECIFICATIONS  

 
A description of the AWT is as follows:  This technology will be installed by the client on the client’s phone and is a 
stand-alone application provided by the vendor. 
 

Technology Type: Audio Instruction – “Last few yards” (LOT 1) 
 
(a) Uses downloaded maps along with phone sensors that provide dead-reckoning to measure movements 
from the client’s initial location, direction, and elevation into audio instructions to help blind and low-vision (B/LV) 
customers solve the ‘last few yards’ transit challenge. 
 
(b) Provides audio instruction augmented to assist persons with blindness or low vision and to help a range 
of individuals with disabilities solve transit-related challenges, such as planning and navigating a transit route 
that would result in a positive experience. 
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Technology Type: Personal Digital Assistant _(LOT 2) 
 
Provides a personal digital assistant to review video from the client phone to help blind and low-vision (B/LV) 
customers solve a range of transit challenges, such as planning and navigating a transit route that would result 
in a positive experience.   

 
4. ASSUMPTIONS 
 
(a) Wayfinding and navigation assistance technology via a mobile application solution is software as a service 
(SaaS) and will be licensed as a hosted cloud service via the internet; hosted services, security and data privacy, 
support and maintenance will be provided, and, where required, performed by qualified personnel, in a professional 
and timely manner consistent with the prevailing standards of a leading service provider   
 
(b) Licenses: permits the right to use the proposed solution in the licensed space as defined by the scope of the 
project; based on peer contract review, CapMetro understands it will be purchasing limited, revocable, non-exclusive, 
non-sub licensable and non-transferable licenses for a defined term/subscription. 
 
(c) Includes integration with CapMetro open data webservices to allow the connection of the service with real time 
departure information. 
  
(d) CapMetro real time information, and bus stop and amenity shape files are available at data.texas.gov.  
 
(e) CapMetro will provide the solution via the vendor to its customers in a manner consistent with the vendors 

established mechanism for providing navigation assistance technology.  
 
5. DELIVERABLES  

 
(a) Integration with CapMetro’s real time feeds.   
(b) Hosted services: account and login details at vendor’s domain to manage the digital information and linked 

content.  
(c) Support will be provided during the term of the contract by a helpdesk in accordance with the standards of skill 

and care reasonably expected from a leading service provider in the industry. 
(d) Access to usage metrics will be provided via standardized daily, weekly, and monthly reports.  

 
6. TIMELINE 
 
Following Notice to Proceed (NTP) issuance, the vendor shall provide a detailed schedule based on the deliverable 
schedule indicated below. The vendor shall provide details on milestones that must be met to adhere to this schedule. 
 

7.  DELIVERABLE SCHEDULE – BOTH TECHNOLOGY TYPES 
 

 

Description CapMetro’s Acceptance 

 
Plan, Design, Development, Integration, 
Installation, Testing/Corrective Actions 

30 calendar days following NTP 

 
Go/Live 45 calendar days following NTP 

 
Maintenance/Support (HelpDesk) For 6 months following Go/Live 

 

https://data.texas.gov/browse?Dataset-Category_Agency=Capital+Metropolitan+Transportation+Authority&Dataset-Category_Category-Tile=Transportation
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EXHIBIT H – AUTHORIZATION OF WORK PRODUCT 

________________________________________________________________________________________________ 

 

DESCRIPTION:  ACCESSIBLE WAYFINDING TECHNOLOGY 
CONTRACT NO.: To be determined following contract award 
 

Authority’s Contracting Officer (CO) 
A. The CO for administration of this Contract is Raymond Lalley.  
B. Phone: 512-369-6513 
C. Email:  raymond.lalley@capmetro.org  

 
The Contracting Officer is responsible for the general administration of the Contract, negotiation of any changes,  
and issuance of written modifications, task order revisions, or Change Orders (as it pertains to Construction 

Contracts Only and results in a Contract modification – see below) to the Contract. If the parties desire to modify 
the Contract, or revise the Task Order of the Contract, in any way, only the Contracting Officer is authorized to 
issue a written modification for authorized signatures.  

 
Authority’s Project Manager (PM) 
A. The PM for this Contract is Chris Rompel  

B. Phone: 512-369-6516 
C. Email:  christopher.rompel@capmetro.org  
 

The Authority’s PM for this Contract is responsible for the overall management and coordination of this Contract  
and will act as the central point of contact for the Authority. The PM has full authority to act for the Authority in 
the performance of any project connected to the Contract.  However, the PM cannot authorize, in writing or orally,  

to commence any work. The PM shall meet with Contractor’s PM to discuss problems as they occur. Any 
changes, including changes pursuant to the Changes clause in the Contract, will be handled solely by the CO. 
As needed, the Authority’s PM may assist with development of Change Orders and Contract modifications with 

the Authority’s CO. 
 
Field Change Orders (Construction Contracts Only) – The Authority’s PM is permitted to authorize work when 

an event occurs in the field during construction which requires immediate action. Immediately, but no later than 
three (3) business days following such action, the Authority’s PM must provide a signed Change Order to the 
CO along with any other required procurement documentation in order to memorialize the Change Order in a 

task order revision or Contract modification. 
 
The Contractor understands that should Contractor perform any work prior to written authorization by the 

Authority’s CO, Contractor is not allowed to invoice for any additional cost or fee for services or goods under the 
Contract, nor is the Authority liable for any payment for any unauthorized work. 
 

SIGNED and DATED 
 
 

                                       
________________________________________________       
Contractor – must sign and return with Offer    Date 

 
 
___to be signed by the Authority following contract award______      

Authority’s Project Manager (PM)     Date 

 
 
___to be signed by the Authority following contract award______      

Authority’s Contracting Officer (CO)      Date 
 

 
   

Celso Zuccollo

18 July 2024

Docusign Envelope ID: 09E58D1C-5F56-4443-89DD-35A863249EE4
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CAPITAL METROPOLITAN TRANSPORTATION AUTHORITY 

____________________________________________________________________________ 
 

__________________________________________________________________________________________________________________ 
 

RFP 805345                                                                         Page 1 of 4                                        Exhibit I - IT - ACCESS AND USE AGREEMENT 

EXHIBIT I 
IT ACCESS AND USE AGREEMENT 

____________________________________________________________________________ 
 
This Access and Use Agreement (this “Agreement”) is entered into as of  the ef fective date set forth on the signatory 

page between the undersigned person identif ied as the “Contractor” and Capital Metro Transportation Authority 
(“the Authority”) concerning the terms and conditions under which the Authority will provide the Contractor with lim-
ited access and use of  the Authority Data and/or the Authority Electronic Property in conjunction with the Contrac-

tor’s performance of  the Contract. The parties acknowledge and agree to the following terms and conditions: 
 

1. DEFINITIONS 

For purposes of  this Agreement, capitalized terms shall have the meaning set forth below:  
 

(a) “Applicable Laws” means any and all applicable statutes, laws, treaties, rules, codes, ordinances, regulations, 
permits, interpretations, or orders of  any Federal, state, or local governmental authority having jurisdiction over 
the Authority’s or the Contractor’s business the Contract, and the parties all as in ef fect as of  the date of  the 

Contract and as amended during the term of  the Contract.  
(b) “Authority Data” means all data, content or information, in any form or format, including interim, Processed, com-

piled, summarized, or derivative versions of  such data, content or information, and any insights that may be 

learned f rom such data, content or information, that may exist in any system, database, or record that is either (i) 
provided by or on behalf  of  the Authority or its customers to the Contractor, or (ii) is obtained, developed, pro-
duced or Processed by the Contractor or its systems, in each of  (i) and (ii) in connection with the relationship or 

arrangements established by the Agreement, but excluding any data or information that is expressly def ined as 
owned by the Contractor in the Contract.  

(c) “Authority Electronic Property” means (i) any websites controlled by the Authority, (ii) any Authority mobile device 

apps, (iii) any application programming interfaces (API) to the Authority’s information technology systems, (iv) 
any other kiosks, devices or properties for consumer interaction that are created, owned, or controlled by the 
Authority, and (v) versions and successors of  the foregoing, any form or format now known or later developed, 

that may be used by customers obtaining products or services f rom the Authority. 
(d) “Conf idential Information” as used herein, shall mean and include, without limitation: (i) any information concern-

ing the Authority, which is provided by or on behalf  of  the Authority to the Contractor, such as accounting and 

f inancial data, product, marketing, development, pricing and related business plans and budgets, and all of  the 
information and plans related to the Authority’s business, which are not published; (ii) all Authority Data; and (iii) 
the Authority Electronic Property.  

(e) “Contract” means that certain contract for products and services entered into between the Contractor and Au-
thority to which this Agreement is attached or incorporated by reference. The applicable reference number for 
the Contract may be set forth in the signatory page to this Agreement.  

(f ) “Remediation Ef forts” means, with respect to any Security Incident, activities designed to remedy a Security 
Incident, which may be required by Applicable Law or by the Authority’s or the Contractor’s policies or procedures 
or under the Security Requirements, or which may otherwise be necessary, reasonable or appropriate under the 

circumstances, commensurate with the nature of  such Security Incident.  
(g) “Security Incident” means: (i) the loss or misuse of  the Authority Data and/or the Authority Electronic Property; 

(ii) the inadvertent, unauthorized, or unlawful processing, alteration, corruption, sale, rental, or destruction of  

Authority Data and/or the Authority Electronic Property; (iii) unauthorized access to internal resources; (iv) pro-
grammatic manipulation of  a system or network to attack a third party; (v) elevation of  system privileges without 
authorization; (vi) unauthorized use of  system resources; (vii) denial of  service to a system or network; or (viii) 

any potential or conf irmed exposure (which may stem f rom an act or omission to act) that would result in any of  
the events described in (i) through (viiii). 

(h) “Security Requirements” means security measures under Applicable Laws, industry best practices and other 

reasonable physical, technical and administrative safeguards, procedures, protocols, requirements and obliga-
tions related to facility and network security in order to protect the Authority Data and the Authority Electronic 
Property f rom unauthorized processing, destruction, modification, distribution and use, as approved in writing by 

the Authority, and all conf identiality and non-use or limited use obligations set forth in any license agreements or 
other third-party contracts (including interlocal agreement) applicable to the Authority Data and/or the Authority 
Electronic Property.  

 

Docusign Envelope ID: 09E58D1C-5F56-4443-89DD-35A863249EE4



CAPITAL METROPOLITAN TRANSPORTATION AUTHORITY 

____________________________________________________________________________ 
 

__________________________________________________________________________________________________________________ 
 

RFP 805345                                                                         Page 2 of 4                                        Exhibit I - IT - ACCESS AND USE AGREEMENT 

2. CONFIDENTIAL INFORMATION 

The Contractor acknowledges and agrees that the Contract creates a relationship of  conf idence and trust on the 
part of  the Contractor for the benef it of  the Authority. During the term of  the Contract, the Contractor may acquire 
certain Conf idential Information f rom or regarding the Authority employees, agents and representatives or docu-

ments, or otherwise as a result of  performing the services of  the Contractor. The Contractor acknowledges and 
agrees that all such Conf idential Information is and shall be deemed the sole, exclusive, conf idential and proprie-
tary property and trade secrets of  the Authority at all times during the term of  the Contract and following any expira-

tion of  termination thereof . 
 

3. STANDARD OF CARE 

The Contractor agrees to hold in conf idence without disclosing or otherwise using any Conf idential Information, ex-
cept as such disclosure or use may be required in connection with and limited to the product and services of  the 

Contractor. The Contractor acknowledges and agrees that the Authority would not have entered into the Contract 
unless the Authority were assured that all such Conf idential Information would be held in conf idence by the Con-
tractor in trust for the sole benef it of  the Authority.  

 

4. EXCEPTIONS 

The Contractor’s obligation of  conf identiality hereunder shall not apply to information that: (i) is already in the Con-

tractor’s possession without an obligation of  conf identiality; (ii) is rightfully disclosed to the Contractor by a third part y 

with no obligation of  confidentiality; or (iii) is required to be disclosed by court or regulatory order, provided the Con-

tractor gives the Authority prompt notice of  any such order.  

5. COMPLIANCE 

The Contractor, as well as its agents, representatives, and employees, shall comply with all of  the Authority’s rules,  

regulations, and guidelines pertaining to the Authority Data and the Authority Electronic Property and all Applicable 

Laws. 

6. SECURITY REQUIREMENTS 

The Contractor will establish and manage all Security Requirements necessary to protect the Authority Data integrity 

and permit appropriate access to the Application and the Authority Electronic Property. The Contractor will cooperate 

with and assist the Authority and its contractors to implement security protocols (e.g., f irewalls, SSI, etc.) and take 

appropriate actions with respect to all Authority Data and the Authority Electronic Property to the extent in the Con-

tractor’s access, possession or control,  so as to enable the Contractor to prevent the loss, alteration or unauthorized 

access to the Authority Data or the Authority Electronic Property. The Contractor will, upon the Authority's request, 

for each year of  the term of  the Contract, provide to the Authority copies of  monthly f irewall logs and third party audit 

reports, summaries of  test results and other equivalent evaluations with regard to security and conf identiality in con-

nection with the Contractor’s access and use thereof  The Contractor will use commercially reasonable ef forts in 

accordance with the Security Requirements to secure all Authority Data and/or Authority Electronic Property stored 

on the Contractor’s devices or network against access by parties external to the Authority or the Contractor and by 

unauthorized users, and against damage, disruption and other activity aimed at data availability or the services or 

other trespass or illegal actions. The Contractor will employ computer anti -malware protections and other reasonable 

commercial means to ensure a safe computing environment. The Contractor agrees that it will, and it will cause its 

personnel and contractors to timely comply with the Authority's privacy policies and safety and network security pol-

icies, as the same may be provided to the Contractor, at all times while on-site at the Authority's facilities or remotely 

accessing the Authority's systems or facilities (including Authority Data and/or Authority Electronic Property). The 

Contractor and/or its designated third party audito r(s) will perform all audits necessary to ensure the Authority Data 

integrity and adherence to the Security Requirements.  
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7. SECURITY INCIDENT 

The Contractor will timely and promptly notify the Authority upon discovering or otherwise learning of  any Security 

Incident involving Authority Data but in no event shall such notice exceed the time periods for notice required under 

Applicable Laws. Following any Security Incident, the Contractor will consult in diligent good faith with the Authority 

regarding Remediation Ef forts that may be necessary and reasonable. Without limiting the foregoing, the Contractor 

will (i) immediately undertake investigations (internal or in cooperation with a governmental body) of  such Security 

Incident, including forensics, (ii) timely share with the Authority any Security Incident -related information, reports, 

forensic evidence and due diligence obtained f rom the investigation into the Security Incident and cooperate with the 

Authority in response to regulatory, government and/or law enforcement inquiries and other similar actions, (iii) co-

operate with the Authority with respect to any public relations and other crisis management services, and litigation 

with respect to such Security Incident (including, but not limited to, class action suits or similar proceedings); and in 

each instance of  Security Incident, be liable and responsible for payment of  legal costs, disbursements, f ines, settle-

ments and damages. To the extent that the Authority is bound to comply with any interlocal agreements pertaining to 

shared information (including the Authority Data), the Contractor agrees that it will comply with, and cooperate with 

the Authority in its compliance, with all rights and obligations pertaining to the Authority Data under such interlocal 

agreements. The Contractor will timely and promptly notify the Authority upon discovering or otherwise learning of  

any Security Incident involving Authority Data but in no event shall such notice exceed the time periods for notice 

required under Applicable Laws. Following any Security Incident, the Contractor will consult in diligent good faith with 

the Authority regarding Remediation Ef forts that may be necessary and reasonable. Without limiting the foregoing, 

the Contractor will (i) immediately undertake investigations (internal or in cooperation with a governmental body) of  

such Security Incident, including forensics, (ii) timely share with the Authority any Security Incident-related infor-

mation, reports, forensic evidence and due diligence obtained f rom the investigation into the Security Incident and 

cooperate with the Authority in response to regulatory, government and/or law enforcement inquiries and other similar 

actions, (iii) cooperate with the Authority with respect to any public relations and other crisis management services, 

and litigation with respect to such Security Incident (including, but not limited to, class action suits or sim ilar proceed-

ings); and in each instance of  Security Incident, be liable and responsible for payment of  legal costs, disbursements, 

f ines, settlements and damages. To the extent that the Authority is bound to comply with any interlocal agreements  

pertaining to shared information (including the Authority Data), the Contractor agrees that it will comply with, and 

cooperate with the Authority in its compliance, with all rights and obligations pertaining to the Authority Data under 

such interlocal agreements.  

8. LIMITED ACCESS AND USE 

The Authority authorizes the Contractor to access and use and to the extent necessary to perform the Services to 

install and use the Authority Data and/or Authority Electronic Property provided or made available by the Authority in 

its sole discretion and solely for the purposes of  providing products and services for the benef it of  or on behalf  of  the 

Authority under and during the term of  the Contract. As between the Contractor and the Authority (i.e., without ad-

dressing rights of  third parties), the Authority is the sole owner of  all rights, title and interest in and to any Authority 

Data and Authority Electronic Property, together with all improvements, derivative works or enhancements to any of  

the foregoing and all intellectual property rights related thereto. Except as expressly authorized in this Agreement in 

the performance of  the services solely for the benef it of  the Authority or its customers, the Contractor may not use, 

edit, modify, create derivatives, combinations or compilations of, combine, as sociate, synthesize, re-identify, reverse 

engineer, reproduce, display, distribute, disclose, sell or Process any Authority Data or Authority Electronic Property. 

The Contractor will not use any Authority Data or Authority Electronic Property in a manner t hat is harmful to the 

Authority.  All access and use shall be subject to the Authority’s platform and network security policies and procedures 

and other Security Requirements. Access and use shall be limited to the Contractor and the number of  users or 

devices authorized in writing by the Authority.  

9. NO OWNERSHIP 

Nothing set forth in this Agreement shall give the Contractor any ownership or other license, conveyance or right, title 

or interest in and to any and all Conf idential Information (or any intellectual property, derivatives, improvements, 

enhancements, feedback or suggestions related to any of  the foregoing, whether conceived, reduced to practice or 
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developed alone or jointly with others by the Authority or the Contractor), which rights shall be owned exclusively by 

the Authority, and the Contractor will not knowingly take any action to challenge, contest or other action inconsistent 

with the Authority's rights.  

10.  RESERVED RIGHTS 

The Authority reserves the right to suspend or terminate the Contractor’s access and use of  the Authority Data and/or 

the Authority Electronic Property at any time without liability or prior notice to the Contractor. Within f ive (5) business 

days of  the Authority’s written request, the Contractor will return or destroy all written or recorded materials comprising 

any Conf idential Information of  the Authority, together with all copies, summaries, compilations or analyses incorpo-

rating such information (whether held in computer, electronic or similar format), and certify the same in writing to the 

Authority; provided that all conf identiality obligations and ownership rights shall survive the return of  such materials 

and the termination of  this Agreement indef initely or for as long as such information qualif ies as a trade secret or 

conf idential information under applicable law.  

11.  SPECIFIC PERFORMANCE 

The Contractor recognizes that the restrictions and covenants contained in this Agreement are reasonable and nec-

essary for the protection of  the Authority’s legitimate business interests, goodwill and trade secrets and conf idential 

information. The Contractor acknowledges that the breach or threatened breach of  this Agreement can cause irrep-

arable damages to the Authority, and that in addition to and not in lieu of  all other rights available at law or in equity, 

the Authority will have the right to temporary and permanent injunctive relief  to prevent the breach of  this Agreement 

by the Contractor, without posting of  bond and proving actual damages. the Authority will be entitled to recover its 

costs and expenses, including reasonable attorneys' fees, in enfo rcing its rights under this Agreement. 

12.  MISCELLANEOUS 

This Agreement is made under and shall be construed in accordance with the laws of  the State of  Texas, and any 

dispute arising under this Agreement shall be settled in a court of  competent jurisdiction lying in Travis County, Texas.   

If  any of  the provision of  this Agreement are found to be unenforceable, the remainder shall be enforced as fully as 

possible and the unenforceable provision shall be deemed modif ied to the limited extent required to permit enforce-

ment of  the Agreement as a whole. This Agreement may be signed in multiple counterparts by hard or electronic 

signature (each of  which shall have the same force and ef fect and deemed an original but all of  which will together 

constitute but one and the same instrument). 

 

13.  SIGNATURE BLOCK 

  

CONTRACTOR -  Capital Metro Transportation Authority  

By:       By:       

Print Name:       Print Name:       

Title:       Title:       

Date:       Date:       

Address:  
      

Address:       

Notice:  

      

Notice:       

Ef fective Date       Contract No.        

 
Footer Info: Exhibit IT- Access and Use Agreement for R F P, revised 07/12/2021, Page 4 of 4, end of document 

 

Celso Zuccollo
Chief Operating Officer
18 July 2024

60 Cannon Street, London, EC4N 6NP, UK

celso.zuccollo@waymapnav.com
18 July 2024

Waymap
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EXHIBIT J  
IT HOSTED SOLUTIONS 

ADDITIONAL TERMS AND CONDITIONS FOR THE PERFORMANCE OF INFORMATION 
TECHNOLOGY (IT) PRODUCTS AND SERVICES  

 

 
1. DEFINITIONS 

Unless otherwise specified in Exhibit E of the Contract, the following definitions shall apply, if applicable: 

(a) “Acceptance” shall have the meaning set forth in Section 4(e) of this Exhibit. 

(b) “Applicable Laws” means any and all applicable statutes, laws, treaties, rules, codes, ordinances, 
regulations, permits, interpretations, or orders of any Federal, state, or local governmental authority having 
jurisdiction over the Project, the Contract, and the parties all as in effect as of the date of the Contract and 
as amended during the Service Term of the Contract. 

(c) “Application” means the technical system, platform, application and/or subscription services to be 
provided by the Contractor, as may be further described in the Technical Specifications. 

(d) “Authority Data” means all data, content and information: 

(i) submitted by or on behalf of the Authority or Customers to the Contractor or loaded into 
the System, 

(ii) obtained, developed, produced or processed by the Contractor or by the Application or 
System in connection with the Contract, or 

(iii) to which the Contractor has access in connection with the Contract, and all derivative 
versions of such data, content and information, and any derivative versions thereof, in any form or 
format.  

(e) “Authority Electronic Property” means: 

(i) any websites controlled by the Authority, 

(ii) any Authority mobile device apps, 

(iii) any interfaces to the Authority’s information technology systems, 

(iv) any other kiosks, devices or properties for consumer interaction that are created, owned, 
or controlled by the Authority, and 

(v) versions and successors of the foregoing, any form or format now known or later 
developed, that may be used by Customers. 

(f) “Confidential Information” shall have the meaning set forth in Section 9(b) of this Exhibit. 

(g) “Contractor’s Certification” shall have the meaning set forth in Section 4(d) of this Exhibit. 

(h) “Contractor Technology” means: 

(i) the System, 

(ii) the Application, and 

(iii) any technology, information, content and data, together with intellectual property rights 
related thereto, owned or used by the Contractor in the performance of the Services. 

(i) “Customer” means any purchaser of products or services from the Authority. 

(j) “Deliverables” means all information, data, materials, devices (including equipment and hardware), 
software (including the Application) and other items to be delivered by the Contractor to the Authority, as 
specified in the Project Plan.  
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(k) “Documentation” means the documentation provided to the Authority, including user manuals and 
operator instructions related to the Application furnished by the Contractor to the Authority in any format, 
including paper and electronic. 

(l) “Malware” means any malicious data, code script, active content program, or other malicious software 
that could damage, destroy, alter or disrupt any computer program, data, firmware or hardware. 

(m) “Process” or “Processing” means, with respect to any Authority Data, to migrate, collect, access, use, 
process, modify, copy, analyze, disclose, transmit, transfer, sell, rent, store, or retain or destroy such data 
in any form. For the avoidance of doubt, “Process” includes the compilation or correlation of any Authority 
Data with information from other sources and the application of algorithmic analysis to create new or 
derivative data sets from any Authority Data. 

(n) “Project” means the project related to the Application and the Authority’s information technology 
systems as described in more detail in this Exhibit.  

(o) “Project Plan” means the project plan for the implementation, customization, configuration and/or 
installation or hosting of the Application and the Services and Deliverables required for the Project, as 
approved by the Authority in writing.  

(p) “Remediation Efforts” means, with respect to any Security Incident, activities designed to remedy a 
Security Incident, which may be required by Applicable Law or by the Authority’s or the Contractor’s policies 
or procedures or under the Security Requirements, or which may otherwise be necessary, reasonable or 
appropriate under the circumstances, commensurate with the nature of such Security Incident.  

(q) “Security Incident” means: 

(i) the loss or misuse of Authority Data and/or the Authority Electronic Property; 

(ii) the inadvertent, unauthorized, or unlawful processing, alteration, corruption, sale, rental, 
or destruction of the Authority Data and/or the Authority Electronic Property; 

(iii) unauthorized access to internal resources; 

(iv) programmatic manipulation of a system or network to attack a third party; 

(v) elevation of system privileges without authorization; 

(vi) unauthorized use of system resources; 

(vii) denial of service to a system or network; or 

(viii) any potential or confirmed exposure (which may stem from an act or omission to act) that 
would result in any of the events described in (i) through (viiii). 

(r) “Service Levels” shall have the meaning set forth in Section 11(a) of this Exhibit. 

(s) “Security Requirements” means security measures under Applicable Laws, industry best practices 
and other reasonable physical, technical and administrative safeguards, procedures, protocols, 
requirements and obligations related to facility and network security in order to protect Authority Data and 
the Authority Electronic Property from unauthorized processing, destruction, modification, distribution and 
use, as approved in writing by the Authority. 

(t) “Service Term” means: 

(i) the term of the contract as set forth in Exhibits A or E to the Contract, or 

(ii) with respect to any hosted service related to the Application, the specific term or period for 
subscription services set forth in Exhibits A or E of the Contract.  

(u) “Services” means all services to be performed by the Contractor for or on behalf of the Authority or 
Customers, as described in the Project Plan and this Exhibit.  

(v) “System” means an application, network, database or system provided or used to perform the 
Services by the Contractor. 
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(w) “Technical Specifications” means the technical specifications, functional specifications, descriptions, 
designs, standards, instructions, and business requirements of the Authority related to the Application and 
the Authority’s information technology systems, as may be further described in the Contract.  

(x) “Termination Assistance Services” means the Contractor’s cooperation with the Authority in order to 
assist in the transfer of Authority Data to the Authority and to facilitate the transition to an alternative 
software or service for the Application at such time when the Authority may obtain authorization and/or 
funding for such replacement. 

(y) “Updates” means all bug fixes, error corrections, patches, updates, upgrades or new releases or 
version of the Application during the Service Term. 

 

2. CONTRACTOR REQUIREMENTS 

(a) Unless specified in the applicable Project Plan, the Contractor shall furnish, at its own expense, all 
resources, personnel, equipment, tools, and supplies necessary for the full access and use of the 
Application and the timely performance of the Services and the Deliverables. The Contractor may use any 
means necessary and appropriate to perform the Services and the Deliverables under the Contract; 
provided, however, that in no event shall the Contractor take any action that may subject either it or the 
Authority to civil or criminal liability.  

(b) The Contractor will establish and manage all Security Requirements necessary to protect the integrity 
of the Authority Data and permit appropriate access to the Application and the Authority Electronic Property. 
The Contractor will enable and stop access as users enter and leave the Application. The Contractor will 
cooperate with and assist the Authority and its other Project contractors to implement security protocols 
(e.g., firewalls, SSI, etc.) and take appropriate actions with respect to the Application and all Authority Data 
stored therein and the Authority Electronic Property so as to enable the Contractor to satisfy its obligations 
under the Contract and to help prevent the loss, alteration or unauthorized access to the Application and 
all Authority Data stored therein, or the Authority Electronic Property, to the extent within the Contractor’s 
control. The Contractor will, upon the Authority's request, for each year of the Term of the Contract under 
the Project Plan, provide to the Authority copies of monthly firewall logs and third-party audit reports, 
summaries of test results and other equivalent evaluations with regard to security and confidentiality in 
connection with the Services that the Contractor provides to the Authority. The Contractor will use 
commercially reasonable efforts in accordance with the Security Requirements to secure the Application 
and all Authority Data stored therein against access by parties external to the Project and by unauthorized 
users, and against damage, disruption and other activity aimed at data availability or the services or other 
trespass or illegal actions. The Contractor will employ computer anti- Malware protections and other 
reasonable commercial means to ensure a safe computing environment. The Contractor agrees that it will, 
and it will cause its personnel and contractors to timely comply with the Authority's privacy policies and 
safety and network security policies, as the same may be provided to the Contractor, at all times while on-
site at the Authority's facilities or remotely accessing the Authority's systems or facilities (including Authority 
Electronic Property). The Contractor and/or its designated third-party auditor(s) will perform all audits 
necessary to ensure the Authority Data integrity and adherence to the Security Requirements of the Project. 
As part of its routine audits, the Contractor will, on a regular basis, test the integrity of Authority Data backed 
up by the Authority or its Project Contractors.  

(c) The Contractor shall adopt and implement all facility and network security, disaster recovery plans 
and back-up plans as to protect against data loss, theft and unauthorized access, disclosure and use of the 
Application, Authority Data, Authority Electronic Property and the Authority’s Confidential Information and 
to ensure the integrity and continuity of the performance of Services and the Project under the Contract. 
The Contractor will use best efforts in accordance with industry best practices and standards for this 
requirement and consult and cooperate with the Authority and its other contractors who operate or access 
the Authority’s data center and network systems (including the Authority Data and the Authority Electronic 
Property) in the performance of the Services.  

(d) The Contractor and/or its designated third-party auditor(s) will perform all audits requested by the 
Authority or otherwise necessary or required under the Security Requirements to ensure data integrity and 
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adherence to the requirements of the Project. As part of its routine audits, the Contractor will, on a regular 
basis, test the integrity of Authority Data backed up by the Authority’s or its Project contractors. 

(e) The Contractor, as well as its agents, representatives, and employees, shall comply with all of the 
Authority’s rules, regulations, and guidelines pertaining to the Authority Data and the Authority Electronic 
Property and the Authority’s information technology system then in effect when on-site at the Authority’s 
premises and all Applicable Laws. 

 
(f) The Contractor will timely and promptly notify the Authority upon discovering or otherwise learning of 
any Security Incident involving Authority Data but in no event shall such notice exceed the time periods for 
notice required under Applicable Laws. Following any Security Incident, the Contractor will consult in 
diligent good faith with the Authority regarding Remediation Efforts that may be necessary and reasonable. 
Without limiting the foregoing, the Contractor will: 

 
(i) immediately undertake investigations (internal or in cooperation with a governmental body) 
of such Security Incident, including forensics, 
 
(ii) timely share with the Authority any Security Incident-related information, reports, forensic 
evidence and due diligence obtained from the investigation into the Security Incident and cooperate 
with the Authority in response to regulatory, government and/or law enforcement inquiries and other 
similar actions, 

 
(iii) cooperate with the Authority with respect to any public relations and other crisis 
management services, and litigation with respect to such Security Incident (including, but not limited 
to, class action suits or similar proceedings); and in each instance of Security Incident, be liable and 
responsible for payment of legal costs, disbursements, fines, settlements and damages. 

 
To the extent that the Authority is bound to comply with any interlocal agreements pertaining to shared 
information (including the Authority Data), the Contractor agrees that it will comply with, and cooperate with 
the Authority in its compliance, with all rights and obligations pertaining to the Authority Data under such 
interlocal agreements.  

 
(g) Any notifications to Customers or any employees of the Authority regarding Security Incidents will be 
handled exclusively by the Authority and the Contractor may not under any circumstances contact 
Customers or employees of the Authority relating to such Security Incident unless the Contractor is under 
a legal obligation to do so, in which event: 
 

(i) the Contractor must notify the Authority in writing promptly after concluding that the 
Contractor has the legal authority to notify such Customers or employees and explain in such notice 
to the Authority the basis for the legal obligation and 
 
(ii) the Contractor will limit the notices to Customers and any employees of the Authority 
regarding a Security Incident and the Contractor will assist with sending such notices if so requested 
by the Authority. 

 
 
3. PROJECT PLAN AND MILESTONE DEADLINES  

(a) The Contractor shall provide Services necessary to assess and evaluate the Authority’s business 
requirements and information technology systems in order to create, deploy, configure, customize, migrate, 
deliver and/or implement the Application and any Authority Data to be migrated, interfaced to or used in 
conjunction with the Application unless otherwise provided or specified by the Authority , the Contractor will 
prepare for the Authority’s review and approval a Project Plan setting forth in detail: 

(i) the scope of the Project and the Services required to complete the Project, 
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(ii) the milestones and schedule for completing all tasks and requirements for the Project 
(including the creation, deployment, configuration, customization, migration, and implementation of 
the Application and any Authority Data, 

(iii) all Authority Electronic Property required for access and use of the Authority and any 
Authority Data hosted by the Contractor, 

(iv) all Deliverables and 

(v) all acceptance criteria, testing and post-implementation tasks. 

No Project Plan will be effective until approved in writing by the Authority’s designated project manager.  

(b) This is a fast-track Project with completion deadlines that cannot reasonably be extended. For this 
reason, it is the desire of the Authority to recognize any likely budget overruns as soon as possible, and by 
the Contract it is employing the Contractor to perform design monitoring, estimating, value analysis and 
other functions to help the Authority meet the Project budget. At any time that the Contractor develops 
concerns about the integrity of the budget for the Project, the Contractor shall promptly advise the Authority 
of the concerns through a variance report, which shall, at a minimum, state: 

(i) the Contractor’s concern; 

(ii) the apparent cause of the concern, delay, or budgetary issue; 

(iii) in the event of a concern about a delay, specifically demonstrate the negative impact of 
the delay to the critical path for the Project Plan; 

(iv) define any cost impacts to the Project; and 

(v) provide the Contractor’s proposed resolution to the concern. If any estimate submitted to 
the Authority exceeds previously approved estimates or the Authority’s budget, the Contractor shall 
make appropriate recommendations to the Authority. 

(c) If, using reasonable project monitoring techniques, the Authority determines, in its sole discretion, 
that it is unlikely or fails to meet a completion date or a cost estimate due under the Project Plan for any 
reason regardless of which party is at fault, in addition to any other rights and remedies that may be 
available to the Authority, at no additional cost to the Authority and at the Authority’s option, the Contractor 
shall provide all necessary additional personnel at its own cost to accelerate performance as may be 
required or necessary to complete the activities required under the Project Plan within a re-adjusted time 
frame agreed to by both parties in a change order. The completion date shall be considered met if 
completed in accordance with the terms of the Contract within ten (10) working days of the originally 
estimated completion date. The Contractor will provide the Authority with prior written notice for any delays 
impacting the Application module/track delivery or other Services completion under the Project Plan in the 
form of a proposed change order. 

(d) The Contractor shall use its best efforts after obtaining explicit consent from the Authority to re-
sequence the Services to overcome and/or mitigate, to the greatest practicable extent, the effect of any 
delays regardless of the cause of such delays. Without limiting the foregoing, the Contractor shall diligently 
prosecute its Services in order to meet the proposed start date for the Application despite a dispute with 
the Authority relating in any way to the Contract, including without limitation any and all the Contractor’s 
claims for modifications to the payments due to the Contractor. The Contractor and the Authority shall 
cooperate to resolve all disputes and to adjust the Project Plan accordingly by Contract modification in a 
timely manner (not to exceed two (2) weeks from the date of notice). 

(e) Should the Contractor not progress in its performance of Services at a rate commensurate with the 
Service Term of the Contract, or fail to meet any scheduled date under the Project Plan, the Authority may, 
in its sole discretion, direct the Contractor to accelerate the Services by employing additional personnel and 
equipment or providing overtime to existing personnel as is necessary to complete the Application by the 
start date, or any portion of the Application by the milestone date specified in the Project Plan. Such the 
Authority–ordered acceleration shall be at the cost of the Contractor.  
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4. ACCEPTANCE 

(a) Unless otherwise defined or specified in an Exhibit to the Contract, the provisions set forth in this 
Section shall determine the Authority’s Acceptance of the Application. 

(b) Implementation of the Application shall be completed in a timely manner and appropriate tests 
conducted by the Contractor with the cooperation of the Authority to facilitate Acceptance of the Application 
as more fully set forth in the Project Plan; provided, however, that the Authority may upon written request 
require that the Contractor perform testing with cooperation of the Authority.  

(c) When each component of the Application has been developed and tested by the Contractor as being 
ready for operational testing, the Contractor shall notify the Authority in writing. The Authority shall provide 
reasonable assistance to commence operational testing.  

(d) Unless otherwise specified in the Project Plan, within thirty (30) days after operational testing, the 
Contractor shall certify in writing that the Application component conforms to the Technical Specifications 
and is capable of being put into full commercial productive use in accordance with the Technical 
Specifications and otherwise meets the functional and business requirements set forth in the Contract (“the 
Contractor’s Certification”). The Contractor Certification shall not be issued by the Contractor unless the 
Contractor has completed all tasks required for the installation, configuration, deployment (including data 
migration) and hosting or operational testing of the Application and such instance is ready for final testing 
and launch for production use by the Authority and Customers. 

(e) The Application shall be finally accepted by the Authority when: 

(i) each component of the Application is fully operational and properly configured by the 
Contractor, as applicable, and/or 

(ii) when the instance of the Application is properly configured and made available to the 
Authority for production use on the Contractor’s hosted environment, each in conformity with the 
Security Requirements and Technical Specifications outlined in the Contract (“Acceptance”).  

(f) If there is any objection to Acceptance, the Authority will provide the Contractor with a written notice 
(the “Defect Notice”) reasonably identifying any claimed discrepancies between the actual performance of 
the Application component and the requirements set forth in the Contract within thirty (30) days after the 
issuance of the Contractor’s Certification.  

(g) Upon receiving a Defect Notice from the Authority, the Contractor shall confer with the Authority and 
jointly review each asserted discrepancy to determine if the claimed discrepancy is valid. The Contractor 
shall either promptly correct the discrepancy and resubmit the Application component for acceptance by 
the Authority on the same basis as initially submitted or terminate the Contract. If, in the reasonable 
professional judgment of the Contractor such discrepancy is not valid, the Contractor shall so notify the 
Authority in writing.  

(h) The written explanation of the Contractor set forth herein shall be deemed accepted by the Authority 
within thirty (30) days after the Authority’s receipt of the written explanation and Acceptance shall be 
deemed to have occurred unless the Contractor receives from the Authority written notice rejecting such 
explanation and detailing exactly how the Application component does not conform with the Technical 
Specifications and/or Security Requirements. If the Application is not accepted by the Authority following 
two (2) attempts by the Contractor to provide an undisputed the Contractor’s Certification, the Authority 
may terminate the Contract with respect to that particular component or the entire Application, at its sole 
discretion.  

(i) The foregoing Acceptance procedure shall apply with respect to the Authority's Acceptance of the 
overall turn-key system comprising all components of the Application (including migrated Authority Data, if 
applicable) in a condition ready for immediate use and operation by the Authority 

(i) in its facilities and/or the operating environment if a component of the Application is 
installed, or 

(ii) via the Contractor’s hosted servers for the instance of the Application is hosted, as 
applicable, on or before the start date set forth in the Project Plan.  
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(j) In the event that the Authority, upon final review, does not accept the Application or only makes a 
partial acceptance of the Application, the Authority may elect to: 

(i) accept delivery of the Application “AS IS” at a negotiated equitable reduction in the price 
and payment schedule for both the Application and any Services; or 

(ii) terminate the Project and receive a refund of all fees paid in advance to the Contractor, 
which in such event, the Contractor shall immediately repay all fee advances paid by the Authority 
under the Project Plan and the Authority may retain all holdbacks. 

 

5. TRAINING 

The Contractor will perform all training required for access and use of the Application upon initial 
deployment and during the Service Term, as reasonably requested by the Authority. The Contractor will at 
a minimum provide the Authority with sufficient training and instruction on the use and operation of the 
Application. Such training will be performed at the Authority’s facilities (unless otherwise agreed upon by 
the parties in the Project Plan). 
 
6. APPLICATION SUPPORT AND PERFORMANCE 

(a) The Contractor shall:  

(i) promptly notify the Authority of any errors in the Application of which it learns from any 
source;  

(ii) respond to user identified Application errors in no more than 4 hours after notification, and 
implement corrected Application copies or corrections or bypasses such that the Application performs 
in all material respects in accordance with the Documentation, within one (1) business day thereafter; 

(iii) provide to all authorized users on a 24 hours per day, 7 days per week basis, all reasonably 
necessary telephone or web consultation requested by them in connection with their use and 
operation of the Application; and 

(iv) treat any Application dumps, Authority Data, tapes or any other documentation provided 
from users to resolve a reported problem as Confidential Information of the Authority. 

(b) The Contractor will periodically release maintenance Updates with minimum impact and downtime to 
the Authority and after business hours. At no additional cost to the Authority, the Contractor will provide 
access to all maintenance Updates and all new features and functionalities of the Application that are 
provided by the Contractor to any of its other customers. In each case, the Contractor will provide the 
Authority with prior written notice (by as much time as practicable but in no event less than one (1) day(s) 
of the release by the Contractor of any Updates, and will implement such Updates (including any 
configuration or integration thereto) for access and use by the Authority at no additional cost to the Authority. 
If the Authority requests the Contractor to test such Updates, the Contractor will promptly test such update 
to the Authority at no additional cost. If any Update is installed, such Update will thereupon be deemed to 
be part of the relevant Application upon delivery subject to Acceptance by the Authority. All such Updates, 
where reasonably necessary, will be accompanied by updated Documentation. The Contractor covenants 
that each upgrade and will be backwards compatible with all parts of the Application. 

(c) The Contractor will use commercially reasonable efforts to maintain the Application with a high level 
of quality and performance consistent with industry standards and the state-of-the-art technology. 

(d) To the greatest extent possible, the Contractor will schedule maintenance during times least 
disruptive to the Authority’s use of the Application. Scheduled maintenance is a period in which the Authority 
is notified in advance, during which the Contractor may suspend availability of all or part of the Application 
in order to carry out maintenance activities. Scheduled Maintenance will be scheduled after normal 
business hours (“Maintenance Window”). To the extent possible, the Contractor will perform maintenance 
without suspending the Application (i.e., hot) and will coordinate with the Authority by written notice to 
schedule maintenance requiring downtime at such hours and date least disruptive to its business.  



CAPITAL METROPOLITAN TRANSPORTATION AUTHORITY 

____________________________________________________________________________ 

RFP 805345  (08/26/2021)                                     Page 8 of 12  Exhibit J -IT – HOSTED SOLUTIONS 

(e) The Authority will be notified by e-mail not less than three (3) calendar days in advance of any period 
of Scheduled Maintenance that will require suspension of all or the majority of the Application for a period 
of one (1) hour or more. The Authority will be notified by email not less than seven (7) calendar days in 
advance of any period of Scheduled Maintenance that will require suspension of all or the majority of the 
Application for a period of more than one (1) hour. The Contractor will schedule any period of Scheduled 
Maintenance that requires suspension of all or a major part of the Application for more than three (3) hours 
during a Maintenance Window on a Friday night, or Saturday or Sunday morning. 

 

7. ADDITIONAL REPRESENTATIONS AND WARRANTIES 

In addition to all other representations, warranties, and covenants included in the Contract, Contractor 
represents, warrants, and covenants, for itself, its employees, subcontractors and agents that: 

(a) it is not contractually prohibited from engaging in the Services or providing the Deliverables, and that 
it is not a party to any contract or under any obligation which conflicts with the terms of the Contract or 
which prohibits Contractor from carrying out its responsibilities under the Contract;  

(b) it is fully able to furnish the Services as contemplated by the Contract; 

(c)  there are no contracts to which it is a party which would prevent its timely and complete performance 
of the terms and conditions of the contract, and the Contractor agrees not to enter into any such contract 
during the pendency of the Contract; 

(d) it is experienced in the type of software engineering necessary for completion of the Project, and it 
understands the complexity involved in this type of project and the necessity of coordination of its Services 
with stakeholders within which the Project will be performed;  

(e) there are no contracts to which it is a party which would prevent its timely and complete performance 
of the terms and conditions of the contract, and the Contractor agrees not to enter into any such contract 
during the pendency of the Contract;  

(f) the Application will not contain any Malware at all times during which the Application is made available 
for access and use by the Authority’s user or Customers, or any Authority Data is processed using the 
Application. Any patches, Updates, upgrades or error corrections to the Application provided by the 
Contractor likewise will not contain any Malware;  

(g) the Application will not contain any security mechanisms, including, but not limited to, copy protect 
mechanisms, encryptions, time-activated disabling devices or other codes, instructions or devices which 
may disable the modules or other software or erase or corrupt data; 

(h) the Application will comply with all Applicable Laws at all times from the date of Acceptance to the 
expiration of the applicable warranty period;  

(i) With respect to the Application, 

(i) all modules and other materials (other than third party software and hardware approved by 
the Authority) will be original; 

(ii) there is, and on the date of Acceptance will be, no claim, litigation or proceeding pending 
or threatened against the Contractor with respect to the Application, or any component thereof, 
alleging infringement or misappropriation of any patent, copyright, trade secret, trademark or any 
other personal or proprietary right of any third party in any country; and 

(iii) the Application, and any use thereof, shall not infringe upon any Intellectual Property Right 
of any third party in any country; and 

(j) The System will not contain or otherwise be developed using any Open Source Software (as defined 
below) in a manner that subjects the Authority to any license obligations of such Open Source Software. 
“Open Source Software” means any software licensed under terms requiring that other software combined 
or used or distributed with such software: 

(i)  
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(ii) be disclosed or distributed in source code form, or 

(iii) be licensed on terms inconsistent with the terms of the Contract. 

 

8. ADDITIONAL WARRANTY REMEDIES 

The Authority is entitled to all warranties implied by law or regulation. These warranties shall survive any 
Acceptance and payment by the Authority for the Services and are in addition to, and shall not be construed 
as restricting or limiting the warranties of the Contractor, express or implied, that are provided by law or 
exist by operation of law. For any breach of the warranties contained in this Section, the Authority’s remedy, 
in addition to all remedies available at law or in equity, shall be: 

(a) For Application. The correction of errors that cause breach of the warranty. If the Contractor is unable 
to provide such error corrections or otherwise make the Application operate as warranted within the periods 
specified in the Contract, the Authority shall be entitled to terminate the Contract with respect to the affected 
module/track and recover a prorated amount paid to the Contractor based on each module, which prorated 
amount will be calculated based on a useful life of five years from the date of final Acceptance. If, however, 
the loss of functionality cause by such error impacts the overall turn-key system performance of the 
Application, then the Authority shall be entitled to terminate the Contract with respect to all modules/tracks 
and recover all amounts paid to the Contractor by the Authority. The Contractor shall not be responsible or 
liable for any errors that are determined to be attributable to the Authority’s failure to comply with any user 
requirements under the applicable Technical Specifications, or any Force Majeure event. 

(b) For Deliverables. The correction of errors that cause breach of the warranty by re-performing the 
Services necessary to create the Deliverables and by providing Deliverables conforming with the Technical 
Requirements at no cost to the Authority.  

(c) For Services. The re-performance of any Services not conforming to the warranty at no cost to the 
Authority. 

 

9. OWNERSHIP OF THE AUTHORITY MARKS, AUTHORITY DATA AND AUTHORITY 
ELECTRONIC PROPERTY  

(a) The Contractor will not: 

(i) use or register any trademark, service mark or domain name that is identical to or 
confusingly similar to any trademark, service mark, logo or other name owned or used by the 
Authority, including domain names and trade dress; or 

(ii) create, acquire, license or support any internet keyword or search term that contains any 
such marks or other Intellectual Property Rights owned or licensed by the Authority, except as 
expressly provided in the Project Plan and only in the performance of the Services for the benefit of 
the Authority. All use thereof inures solely to the benefit of the Authority and is subject to the 
Authority’s quality control and standard guidelines. 

(b) As between the Contractor and the Authority (i.e., without addressing rights of third parties), the 
Authority is the sole owner of all rights, title and interest in and to any Authority Data and Authority Electronic 
Property, together with all improvements, derivative works or enhancements to any of the foregoing and all 
intellectual property rights related thereto. Except as expressly authorized in this Exhibit or the Contract in 
the performance of the Services solely for the benefit of the Authority or Customers, the Contractor may 
not use, edit, modify, create derivatives, combinations or compilations of, combine, associate, synthesize, 
re-identify, reverse engineer, reproduce, display, distribute, disclose, sell or process any Authority Data or 
Authority Electronic Property. The Contractor will not use any Authority Data or Authority Electronic Property 
in a manner that is harmful to the Authority. 
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10. PROPRIETARY INFORMATION AND NON-DISCLOSURE 

(a) The Contractor acknowledges and agrees that the Contract creates a relationship of confidence and 
trust on the part of the Contractor for the benefit of the Authority. During the term of the Contract, the 
Contractor may acquire certain “Confidential Information” (as defined herein) from or regarding the Authority 
employees, agents and representatives or documents, or otherwise as a result of performing the Services 
of the Contractor hereunder. 

(b) “Confidential Information” as used herein, shall mean and include, without limitation: 

(i) Any information concerning the Authority or the Project, which is provided by the Authority 
or any Project team members to the Contractor, such as accounting and financial data, product, 
marketing, development, pricing and related business plans and budgets, and all of the information 
and plans related to the Project, which are not published;  

(ii) All Authority Data; and  

(iii) the Authority Electronic Property. 

(c) The Contractor acknowledges and agrees that all such Confidential Information is and shall be 
deemed the sole, exclusive, confidential and proprietary property and trade secrets of the Authority at all 
times during the Service Term and following any expiration of termination hereof. The Contractor agrees to 
hold in confidence without disclosing or otherwise using any Confidential Information, except as such 
disclosure or use may be required in connection with and limited to the Services of the Contractor 
hereunder. 

(d) The Contractor acknowledges and agrees that the Authority would not have entered into the Contract 
unless the Authority were assured that all such Confidential Information would be held in confidence by the 
Contractor in trust for the sole benefit of the Authority. 

(e) During the Service Term, the Contractor shall not improperly use or disclose any proprietary 
information or trade secrets of any third party and will not bring on to the premises of the Authority any 
unpublished documents or any property belonging to any third party unless consented to in writing by the 
third party. 

(f) The Contractor’s obligation of confidentiality hereunder shall not apply to information that: 

(i) is already in the Contractor’s possession without an obligation of confidentiality; 

(ii) is rightfully disclosed to the Contractor by a third party with no obligation of confidentiality; 
or 

(iii) is required to be disclosed by court or regulatory order, provided the Contractor gives the 
Authority prompt notice of any such order. 

(g) Upon any termination or expiration of the Contract, the Contractor agrees to deliver to the Authority 
any and all Confidential Information except that the Contractor may keep one file copy of any Confidential 
Information pertinent to its rights and obligations surviving the expiration or termination of the Contract, 
which copy shall be held in confidence in accordance with this Section. 

 

11. HOSTED SERVICES 

With respect to the Application and/or any Authority Data hosted or Processed by the Contractor, the 
following terms will apply: 

(a) Unless otherwise designated in the contract or agreed upon in writing by the Authority, the Contractor 
will use commercially reasonable efforts to make the Application available 24 hours per day 7 days a week. 
The Contractor represents that access to the Application for The Authority and its Customers will be 
maintained at an availability standard of 99.99% as measured over the course of a calendar month, 
excluding Standard Exceptions (the “Service Levels”). “Standard Exceptions” to the 99.99% service-
availability standard shall mean scheduled maintenance, maintenance downtime to resolve extraordinary 
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technical problems with the Application or the host operating environment, force majeure (including state 
or federally declared natural disasters in the Contractor’s physical locations), or technical difficulties 
attributable to any non-Contractor computer hardware, or technical difficulties attributable to the Authority’s 
interface with the Application unless such technical difficulties are the direct fault of the Contractor. The 
Contractor agrees to measure and provide a detailed report to the Authority, on a monthly basis, showing 
the Contractor’s provision of the Application as compared to the Service Levels.  

(b) Unless otherwise approved in writing by the Authority, the Contractor must host the Application in the 
United States of America (“U.S.A.”) at the location(s) specified by the Contractor, must provide services 
under the Contract with resources (e.g., hardware and software) located in the U.S.A, and must not transfer 
or process any Authority Data outside of the U.S.A.  

(c) In the event of the expiration or termination of the Service Term, upon the Authority’s written request, 
the Contractor will provide Termination Assistance Services for a period of time commencing on the 
effective date of termination or expiration of the Contract and ending on a date designated in advance by 
the Authority.  

(d) The Contractor will promptly notify the Authority upon discovering or otherwise learning of a Security 
Incident. Following any Security Incident, the Contractor will consult in good faith with the Authority 
regarding Remediation Efforts that may be necessary and reasonable. The Contractor will: 

(i) at the Authority’s direction undertake Remediation Efforts at the Contractor’s sole expense and 
reimburse the Authority for its reasonable costs and expenses in connection with any Remediation Efforts 
that it elects to undertake, 

(ii) ensure that such Remediation Efforts provide for, without limitation, prevention of the 
recurrence of the same type of Security Incident, and 

(iii) reasonably cooperate with any Remediation Efforts undertaken by the Authority. 

 

12. THE AUTHORITY’S RIGHTS TO ACCESS AND USE APPLICATION 

The Contractor hereby grants to the Authority, Customers (but only in their capacity as Customers), and 
third-party service providers providing services to the Authority (but only in their capacity as the Authority’s 
service providers) a non-exclusive, worldwide, royalty-free license to access and use the Application during 
the Service Term. Such license shall be enterprise-wide for an unlimited number of users or transactions, 
unless limitations on use are expressly agreed upon by the Authority in the Contract. The Authority may 
allow its contractors and service providers to access and use the Application in the course of performing 
services for the Authority, including application development services, data processing and facilities 
management services. 

 

13. USE OF AUTHORITY’S NAME 

The Contractor agrees not to make any written use of or reference to the Authority’s name for any 
marketing, public relation, advertising, display or other business purpose or make any use of Authority Data 
for any activity unrelated to the express business purposes and interests of the Authority under the Contract, 
without the prior written consent of the Authority, which consent will not be unreasonably withheld. 

 

14. SPECIFIC PERFORMANCE 

The Contractor acknowledges and agrees that the remedy at law for the breach of provisions of the Contract 
(particularly with respect to ownership of intellectual property and Confidential Information) may be 
inadequate and that the Authority may be entitled to injunctive relief without bond, in addition to any other 
rights or remedies which the Authority may have for such breach. 
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15. INDEMNIFICATION 

In addition to general indemnification set forth elsewhere in the contract, the following indemnification 
obligations shall apply: 

The Contractor shall, to the proportionate extent that they are responsible, indemnify, defend and hold 
harmless the Authority and its trustees, directors, officers, employees, Customers and agents from and 
against any and all Claims and Losses of any nature or kind to the extent arising out of, caused by, or 
resulting from: 

(a) any failure of the Application or the Services to conform with Applicable Laws or the Technical 
Specifications or Security Requirements set forth in the Contract; 

(b) any Security Incident; and 

(c) any actual or alleged violation, infringement or misappropriation of any Intellectual Property Rights of 
a third party related to the Services and the Application, regardless of whether or not any such Claim or 
Loss is caused in part by any indemnitee. In particular, the Contractor acknowledges that the Contractor’s 
obligation to indemnify the Authority extends to any liability arising out of any actual negligence by the 
Contractor in the delivery of any products or services under the Contract. Notwithstanding the foregoing, 
the Contractor shall not be liable to an indemnitee for any losses incurred by such indemnitee to the extent 
such claim is attributable solely to that indemnitee's sole negligence. 

 

16. APPROVAL 

Any approval given by the Authority shall not relieve the Contractor of its obligations and other duties under 
the Contract or be construed as an assumption or waiver by the Authority. 
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